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END USER LICENSE AGREEMENT

WORKPOINT 365

SECTION | — GENERAL TERMS

1.1

1.2

1.3

1.4

1.5

GENERAL

This end user license agreement (“EULA”) is
entered into between WorkPoint (a Danish
company registered under the business reg-
istration number 26082668) and the end
user (“Customer”). WorkPoint and Cus-
tomer shall jointly be referred to as “Parties”
and separately as a “Party”.

The EULA shall apply to Customer’s use of
the Services, incl. the software “WorkPoint
365” and any other software developed,
marketed or otherwise distributed by Work-
Point, irrespectively of whether Customer
has purchased a license to the Services di-
rectly from WorkPoint or another vendor
(the “Services”).

This EULA constitute an appendix to an
agreement entered into between Customer
and on the other side WorkPoint or a Part-
ner, including any subsequent license order
forms (the “Agreement”).

By using the Services, Customer agrees to be
bound by this EULA. If Customer does not ac-
cept and/or comply with this EULA, Cus-
tomer is not entitled to use the Services.

WorkPoint may amend this EULA at any time
subject to a notice of 30 days, including
without limitation by posting revised terms
and conditions on the website www.work-

3.1

3.2

point.dk (“Website”). Customer agrees that
the amended EULA shall be binding.

THE SERVICES AND SOFTWARE

The Services, incl. the software comprised
by the Services, is standard software and is
provided “as is”. The Services are developed
and owned by WorkPoint and is a standard
software solution with the primary focus on
case management and document manage-
ment solutions and such related services.

THE LICENSE

Subject to payment of the License Fee cf.
Clause 6, Customer and Customer’s Affili-
ates are granted a time limited, non-exclu-
sive, non-transferable right to use the Ser-
vices from the tenants as defined in the
Agreement, including any upgrades, ver-
sions, releases, maintenance, development
services, updates etc. as delivered by Work-
Point in the license period set out in the
Agreement (“License”). For the purpose of
this EULA “Affiliates” means any legal entity
that the Customer owns, that owns the Cus-
tomer, or that is under its common owner-
ship. “Ownership” or “own” means, for pur-
poses of this definition, control of 50% or
more interest in an entity.

Customer may use the Services only for the
purpose of Customer’s internal business
purposes.
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4.2

Customer shall not reverse engineer, disas-
semble or decompile the Services or any
software comprised by the Services, except
where and only to the extent that such op-
erations are permitted according to the ap-
plicable mandatory, statutory legislation
and Customer shall comply with the legisla-
tion in all respects.

Customer shall not be entitled to sell, lease,
lend, permit the use of or in any other way
assign or pass on the right of use of the Ser-
vices to any third-party, unless otherwise set
out in this EULA, or a specific grant of license
to external users is agreed upon and set out
in the Agreement. External users must com-
ply with this EULA and Customer is liable for
any External users use of Service. Internal in-
voicing for use of the Services between Cus-
tomer and Affiliates can take place and shall
be of no concern of WorkPoint.

Customer shall not break or change any
codes. Nor shall Customer change or remove
any marks and/or notices concerning copy-
right, trademarks or other rights, or refer-
ences hereto stated in the Services or on the
medium upon which the Services may have
been delivered.

In the event that Customer uses the Services
contrary to the terms of this EULA, Work-
Point may terminate the License for material
breach immediately and without notice.

LICENSE METRIC

The License is granted for the tenants as set
out in the Agreement and for a specified
number of users of the Customer (including
Affiliates of the Customer) set out in the
Agreement and for which Customer has paid
the applicable License Fee, cf. Clause 6.

Notwithstanding any organizational ties in
terms of employment, affiliation, or other-

5.1

6.2

wise Customer must purchase a license for
each individual tenant from where access to
the Services is obtained directly or indirectly.
The number of users must be set out in the
Agreement.

UPGRADES

The Services may at the sole discretion of
WorkPoint be subject to upgrades from time
to time, including by addition of new ver-
sions, updates and features etc. Such up-
dates may be subject to planned downtime
and occur without notice. However, Work-
Point will use reasonable efforts to notify
Customer in advance. Any planned down-
time is to the extent possible placed in week-
ends or outside normal business hours.

LICENSE FEE AND PAYMENTS

Customer’s permitted use of the Services
are subject to payment of a fee calculated in
accordance with the Agreement (the “Li-
cense Fee”).

Invoicing and payment of the License Fee
shall be made in accordance with the Agree-
ment.

INTELLECTUAL PROPERTY RIGHTS

Customer recognizes that WorkPoint holds
any and all copyrights and other intellectual
property or industry rights in and to the Ser-
vices, including but not limited to the code
to the software. This also applies to any
changes, adjustments, upgrades etc. to the
software. Customer shall respect Work-
Point’s intellectual property rights and Cus-
tomer shall be responsible for any breach of
such rights, including unauthorized access of
the software by a third-party having got ac-
cess to the Service through Customer or
matters related to Customer.

WARRANTIES



8.1

8.2

8.3

WorkPoint warrants that the Services will
substantially conform to published specifica-
tions and to the original documentation pro-
vided by WorkPoint, and that all material
functions will perform, provided that the
Services are used for its purposes, in accor-
dance with the specifications, and on the
computer hardware and with the operating
system for which it was designed;

No reseller, consultant or any third party is
authorized to make any representation or
warranty to Customer regarding the Ser-
vices.

THE FOREGOING ARE THE SOLE AND EXCLU-
SIVE WARRANTIES MADE BY WORKPOINT.
WORKPOINT MAKES NO OTHER WARRANTY
OF ANY KIND WHATSOEVER, EXPRESS OR
IMPLIED. ANY AND ALL WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PAR-
TICULAR PURPOSE ARE EXPRESSLY DIS-
CLAIMED AND EXCLUDED BY WORKPOINT.

LIMITATION OF LIABILITY

WorkPoint's liabilities do not include (a) de-
fects occurring as a result of installation,
remedy or development performed by other
than WorkPoint or as a result of Customer's
use of the Services in conjunction with third-
party accessories/software that directly or
indirectly affect the functionality of the Ser-
vices, (b) errors occurring as a result of alter-
ations to or interference with the Services
not carried out in accordance with Work-
Point's written instructions or acceptance,
(c) errors occurring as a result of Customer's
lack of training, as a result of the use of the
Services in any other way than set out in the
provided documentation, in accordance
with good IT practice or due to Customer’s
negligence, its staff or any third-party and
(d) failure to meet requirements or requests
for functionality not expressly and clearly
specified in the Agreement.
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10.1

In no event and no matter the circumstances
shall WorkPoint be liable for any loss of an-
ticipated profit, loss of data, damage to
records or data or any indirect, special, inci-
dental or consequential damages or loss (in-
cluding the loss of goodwill, or loss as a con-
sequence of any kind of business interrup-
tion) arising out of or in connection with the
Agreement, performance of the Services
and the results connected thereto.

WorkPoint’s aggregate liability in respect of
any matters arising out of or in connection
with the Services and this EULA, incl. with re-
gard to art. 82(5) of the general data protec-
tion regulation, shall be limited to an
amount corresponding all payments made
under the Agreement for the period of six (6)
months prior to the event(s) having given
rise to the claim (the 'Liability Cap'). The Li-
ability Cap shall in all circumstances be lim-
ited to a maximum of DKK 200,000.

WorkPoint assumes product liability in ac-
cordance with applicable mandatory legisla-
tion. Beyond this, WorkPoint assumes no
product liability.

WorkPoint's liability in relation to third-
party equipment/software only includes re-
ceipt of Customer's defect report and notify-
ing the manufacturer or the manufacturer's
local representative of the defect without
undue delay. WorkPoint assumes no further
liability in this respect.

INFRINGEMENT OF THIRD PARTY RIGHTS

If a third party objects to Customer’s use of
the Services based on the claim that the use
infringes such third party’s intellectual prop-
erty right (hereinafter referred to as “In-
fringement Claim”), WorkPoint will, subject
to i) - iii) below, indemnify, defend and hold
Customer harmless from and against any li-
abilities or damages incurred by Customer in
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connection with any claim, action, proceed-
ing or suit alleging that the Services or any
intellectual property infringes any patent,
copyright or other intellectual property or
proprietary rights of Customer or any third
party; and WorkPoint shall, defend or settle
any such claim, action, proceeding or suit
brought against Customer, provided that
Customer promptly i) notifies WorkPoint in
writing of the Infringement Claim as soon as
it becomes aware of such Infringement
Claim, ii) allows WorkPoint to fully control
the defense and any related settlement ne-
gotiations, and iii) cooperates with Work-
Point in the defense and any related settle-
ment negotiations by providing WorkPoint
with appropriate information and assistance
needed for such defense or settlement.

Where the terms and conditions in the pre-
ceding Clause under i) to iii) are not fulfilled,
WorkPoint shall in any event be entitled, but
not obligated, to defend the Infringement
Claim at its expense, and upon notifying the
Customer that it intends to do so, WorkPoint
shall be irrevocably authorized by the Cus-
tomer, to the extent legally possible, to as-
sume the defense of the legal suit or pro-
ceedings brought forward against the Cus-
tomer, and may institute proceedings or en-
ter into settlements concerning the Infringe-
ment Claim. The Customer shall provide
WorkPoint with appropriate information or
assistance for such defense or settlement.

In the event of an Infringement Claim, Work-
Point shall be entitled to either: 1) obtain the
continued right for the Customer to use the
Services, 2) bring the infringement to an end
by modifying the Services or replacing the
Services with other software which, essen-
tially, possesses the same functions as the
affected Services, or 3) conduct the defence
to the Infringement Claim, including to con-

10.4
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11.1.1

11.2
11.2.1
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duct the legal proceedings against the third
party. The performance of WorkPoint’s obli-
gations under this Clause 10.3 shall be Work-
Point’s total aggregate liability and Work-
Point’s entire obligation to the Customer as
a consequence of all and any Infringement
Claims, and the Customer shall have no
other claims against WorkPoint as a result of
such Infringement Claim.

The limited warranty stated in Clause 10.1
and 10.2 is void if the Infringement Claim has
resulted from accident, abuse or misapplica-
tion. Any modification of the Services by
anyone other than WorkPoint voids the
foregoing warranty on any portion of the
Services modified or affected by such modi-
fication.

TERMINATION

Expiration of License

The license granted and any right to use the
Services shall cease upon termination of the
Agreement, for any reason.

Termination for cause

Each Party shall be entitled to immediately
terminate the EULA for cause (in Danish:
“ophave”) in accordance with the Agree-
ment. In addition, WorkPoint shall be enti-
tled to immediately terminate this EULA for
cause if Customer commits a material
breach of this EULA. Non-compliance with
any part of the licensing terms, including
non-payment of the License Fee, is among
others considered a material breach of this
EULA.

Upon termination of the EULA, for any rea-
son, Customer must immediately cease any
use and delete all copies of the Services and
remove them from Customer’s systems.

AUDIT AND INFORMATION
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WorkPoint shall have the right to verify Cus-
tomer’s compliance with the EULA at any
time and without notification. Such verifica-
tion may be in the form of accessing the Ser-
vices and records contained therein, includ-
ing electronically. Customer shall provide
WorkPoint with reasonable assistance in its
verification efforts.

Without prejudice to any other remedies
available to WorkPoint, if Customer is not
correctly licensed, WorkPoint shall be enti-
tled to demand payment of the additional Li-
cense Fee for the period Customer has not
been correctly licensed.

Neither Party shall be responsible for the
other Party’s costs associated with this
Clause 12. Notwithstanding the foregoing,
Customer shall be liable for costs incurred by
WorkPoint, if Customer is not in compliance
with the Agreement.

SYSTEM REQUIREMENTS

Customer is aware and acknowledge that
the Services may require and be subject to
system requirements and/or a software sub-
scription e.g. Office 365. Such requirements
are set out in the Agreement or the docu-
mentation. Customer shall be responsible
for fulfilling such system requirements and
pay any related costs and fees. WorkPoint
does not represent or warrant that the soft-
ware is compatible with future versions of
any third-party software.

VALIDITY AND SEVERABILITY

If any provision of this EULA is held to be il-
legal, invalid or unenforceable, such provi-
sion shall nonetheless be enforced to the
fullest extent permitted by applicable law,
and such provision shall not affect the legal-
ity and validity of the other provisions.

GOVERNING LAW AND JURISDICTION

15.1 This EULA is governed by and construed in
accordance with Danish law except for a)
rules leading to the application of other law
than Danish law and b) the United Nations
Convention on Contracts for the Interna-
tional Sale of Goods (CISG).

15.2 Any dispute controversy or claim arising out
of or related to this EULA shall be settled by
a competent court at WorkPoint’s venue in
Denmark.

SECTION Il - PERSONAL DATA

16 BACKGROUND AND PURPOSE

16.1 WorkPoint processes personal data on be-
half of Customer as part of the performance
of the Services. Accordingly, the parties have
agreed on the terms set out in Section Il in
this EULA which constitute an integrated
part of the parties’ agreement(s) concerning
the Services. In case of conflict between any
agreement between the Parties and Section
Il 'in this EULA, Section Il shall take prece-
dence.

16.2 To the extent that the applicable data pro-
tection regulation entails a need to adjust
the Section Il in this EULA, the parties agree
that the content of Section Il in this EULA
shall be renegotiated between the Parties.

17 SCOPE

17.1 WorkPoint is authorized and instructed to
process personal data on behalf of the Cus-
tomer as part of the performance of the Ser-
vices on the terms and conditions set out in
this EULA.

17.2 The Processer is instructed only to process
personal data pursuant to Section Il in this
EULA on behalf of Customer to the extent
the processing is necessary for delivering the
Services.
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18.1

WorkPoint is not allowed to process the per-
sonal data for its own purposes.

Unless otherwise set out in the Agreement,
to Section Il in this EULA, WorkPoint will
process ordinary categories of personal
data. This includes all personal data the Cus-
tomer provides to WorkPoint, e.g. contact
info, address, e-mail, phone numbers and
such other customer data and/or supplier
data. No special or sensitive categories of
personal data is processed, unless specifi-
cally instructed by the Customer.

Unless WorkPoint receives instructions from
the Customer allowing WorkPoint to process
special or sensitive categories of personal
data, if WorkPoint becomes aware that spe-
cial/sensitive categories of personal data
have been provided to WorkPoint, such per-
sonal data will be deleted instantly and with-
out prior notice to the Customer.

Unless otherwise set out in this EULA Work-
Point will process personal data pertaining
to all categories of data subjects on behalf of
Customer incl. employees, clients, members
and customer as well as supplier contacts
which may also include children, to extent
such data is provided by Customer.

WorkPoint may only process the personal
data on the terms and conditions of Cus-
tomer’s instructions unless processing is
otherwise required under EU law or national
law applicable to WorkPoint. In this event,
WorkPoint shall notify Customer of the legal
requirement before processing is carried out
unless such notification would be in contra-
vention to the law in question.

DURATION

Section Il in this EULA shall be effective for
the duration of the provision of the Services
and shall terminate automatically when

18.2
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WorkPoint no longer processes personal
data on behalf of Customer as part of the
Services.

Upon termination of the EULA, WorkPoint
shall return to Customer all personal data (if
Customer does not already have such data)
and shall delete any existing copies unless
EU law or national law requires WorkPoint
to store the personal data

CUSTOMER’S OBLIGATIONS

Customer is responsible for complying with
applicable data protection law, as a data
controller, in relation to the personal data
processed by WorkPoint on behalf of Cus-
tomer.

Customer’s responsibility includes in partic-
ular the following, the compliance with
which is warranted by Customer:

. Customer has the necessary legal ba-
sis to process, and to permit Work-
Point to process, the personal data
processed as part of the perfor-
mance of the Services.

. The specification of personal data in
Clause 17 of EULA is exhaustive and
no other personal data is being pro-
cessed as part of the performance of
the Services.

. The instructions given are legal and
sufficient for WorkPoint to fulfill its
obligations.

WORKPOINT’S OBLIGATIONS

Security measures

WorkPoint shall initiate and implement ap-
propriate technical and organizational mea-
sures to achieve a security level that
matches the risks involved in the processing



20.1.2

20.1.3

20.2

20.2.1

20.2.2

20.3
20.3.1

20.4
20.4.1

activities carried out by WorkPoint for Cus-
tomer.

The technical and organizational measures
shall be determined, taking into account the
state of the art, the costs of implementation
and the nature, scope, context and purposes
of the processing as well as the risk of vary-
ing likelihood and severity to the rights and
freedoms of natural persons.

WorkPoint shall ensure that persons autho-
rized to process Customer’s personal data
have committed themselves to confidential-
ity or are subject to an appropriate statutory
obligation of confidentiality.

Documentation for compliance with Work-
Point’s obligations

WorkPoint shall make available to the Cus-
tomer all information required to demon-
strate compliance with the requirements of
the Section Il in this EULA. WorkPoint shall
give access and contribute to audits, includ-
ing inspections, conducted by Customer or
another auditor authorized by Customer.
This Clause can also be fulfilled by Work-
Point’s submission of an audit report.

WorkPoint shall notify Customer immedi-
ately if, in WorkPoint’s view, an instruction
to make information available or give access
to audits or inspections is contrary to appli-
cable Danish law or data protection provi-
sions in other EU law or national law.

Notification of personal data breaches

WorkPoint shall notify Customer without
undue delay after becoming aware of a per-
sonal data breach.

Assistance to Customer

At Customer’s request and taking into ac-
count the nature of the processing, Work-

20.4.2

21

21.2

Point shall assist Customer by appropriate
technical and organizational measures, with
the fulfilment of Customer’s obligation to re-
spond to requests for exercising the data
subjects’ rights as set out in the applicable
legislation on the processing of personal
data.

At Customer’s request and taking into ac-
count the nature of the processing and the
information available to WorkPoint, Work-
Point shall also assist Customer with ensur-
ing compliance with Customer’s obligations

to:

a) implement appropriate technical
and organizational measures;

b) notify the supervisory authorities of
personal data breaches;

c) communicate a personal data breach
to data subjects;

d) carry out data protection impact as-
sessments; and

e) perform prior consultations of the

supervisory authority.

COMPENSATION

WorkPoint is entitled to receive payment for
time spent as well as other direct costs in-
curred by WorkPoint relating to assistance
and services provided by WorkPoint at the
request of Customer. Such assistance and
services may include but is not limited to as-
sistance with reporting a security breach,
provision of data to data subjects, audits, co-
operation with supervisory authorities and
assistance for compliance with request from
data subjects.

WorkPoint is entitled to receive payment for
time spent as well as other direct costs in-
curred by WorkPoint relating to changes in
Customer’s circumstances or the instruc-
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22.2
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tions. The costs may include but is not lim-
ited to changes as a result of new risk assess-
ments and impact assessments as well as
changes necessitated due to Customer is be-
ing subject to law other than Danish law.

The compensation is calculated in accor-
dance with the agreed hourly rate in the
EULA regarding delivery of the Service.
Where no agreement regarding hourly rate
has been made, the compensation is calcu-
lated in accordance with WorkPoint’s gener-
ally applied hourly rates.

Notwithstanding anything to the contrary in
this Clause 21.4, a party does not have the
right to claim compensation for assistance
or implementation of changes to the extend
where such assistance or changes are a di-
rect consequence of the party’s own breach
of Section Il in this EULA.

USE OF ANOTHER PROCESSOR

WorkPoint is authorized to use another data
processor (a sub-processor) without Cus-
tomer’s specific prior approval.

An updated list of sub-processors can be
found either on WorkPoint’s website, in the
EULA or it can be provided by request to the
e-mail address info@workpoint.dk. Further,
any updates to the sub-processors will be
notified to Customer, e.g. via e-mail, news-
letters, system notification etc. Customer
may object against the addition or substitu-
tion of a sub-processor to the extent Cus-
tomer has a reasonable basis for such objec-
tion.

Where WorkPoint engages a sub-processor,
the same data protection obligations as set
outin Section Il in this EULA shall be imposed
on that other sub-processor by way of a con-
tract, in particular providing sufficient guar-
antees to implement appropriate technical
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and organizational measures in such a man-
ner that the processing will meet the re-
quirements of the general data protection
regulation. Notwithstanding the foregoing,
Customer accepts that the processing of
data by the sub-processor may be subject to
the standard terms and conditions that ap-
plies to such sub-processor, provided that
Customer is informed hereof. Such informa-
tion regarding the sub-processors can be
found on WorkPoint’s website or otherwise
be provided to Customer.

WorkPoint is fully liable to Customer for the
performance of the sub-processor’s obliga-
tions as if performed by the Data Processor
itself.

DATA EXPORT

WorkPoint will seek to keep all personal
data within the European Union or EEA; it is
not the intention of WorkPoint to export
data. However, Customer accepts that
WorkPoint may transfer personal data to a
country outside the European Union or EEA
— provided that WorkPoint, prior to the
transfer, has secured the necessary lawful
basis for such transfer - or that Customer has
instructed WorkPoint to do so, in which case
Customer is responsible for securing the
necessary lawful basis.

If Customer under the employed transfer
basis is required to be a direct contractual
party to an agreement, e.g. the EU Commis-
sion’s model contracts for the transfer of
personal data to third countries, WorkPoint
shall be authorized to conclude such agree-
ment on behalf of Customer. The content of
Section Il in this EULA shall not be deemed
to change the content of such transfer basis,
incl. the EU Commission’s model contracts.
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Appendix 1 — Data sub-processer

Microsoft

West Europe or North Europe

The sub-processer’s processing activities take place based on the sub-processor’s
general terms for processing of personal data available at any time.

In the case of conflict between WorkPoint’s and the sub-processor’s terms for pro-
cessing of personal data, the sub-processor’s terms shall take precedence in rela-
tion to the processing activities performed by the sub-processor.

Current sub-processor terms are available here:
https://servicetrust.microsoft.com/DocumentPage/3a94127b-730e-42aa-a76d-
40c97246da91




